
Dear {{First Name}},

Have you ever received a suspicious-looking email? It could be
a scammer attempting to lure you into revealing personal 
information or sending you to a malicious website.

Stay red �ag ready.

Get more information on how to keep your inbox safe.

Always verify before sending money.

You’ve probably received emails from organizations requesting 
money. But are these emails really coming from the people you 
know? To ensure you aren’t sending money to a scammer, verify 

the sender by giving them a call. 

📞

Can you spot the common email red flags in the image above?

The subject line includes suspicious words. 

There are spelling and grammatical mistakes throughout 
the email.

The sender’s email address doesn’t match what’s displayed 
when you hover over it.

There’s a sense of urgency to take action.

•

•

•

•

If you see any of these red flags, don’t click the 
links and immediately delete the email.

🚩

Email InformationSecurity@firstrepublic.com or contact your  
banker to learn about our cybersecurity services.

We’re here to help you stay safe online.
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Stay Safe and Spot Red Flags

Hello Dear

Invoice No, 328487AEz4

Your order is on it’s way!

Can you help me out?! (Urgent) 🙏😨 

A virus has been detected on your computer!

Weekly News Round-up

Conceerning your shopping delivery⁉  

I hope all is well!

its been 2 long! 🕔 ⏰ 

Email scams are on the rise 
Stay safe and spot red flags
Can you catch email red flags?

Let's find red flags together.
Use these tips to spot red flags.
Let's work together to stay secure. 


